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ACTION REQUIRED:

New User Delete User Existing User (update user information)

ACCOUNT TYPE:

Read/Edit Read Only

1.Last Name: First: MI:

Command

Address 1:

Address 2:

Civilian Military Contractor

2.Commercial Phone: DSN Phone:

3.Users E-mail Address

4. Requirement for Access:

5. Do you have a Common Access Card? Yes No Will you use it to access the system Yes No

6. Supervisors Name:  Supervisors Phone: 

7.Authorization (Echelon II Primary DON IT Registration Database POC) Approve Disapprove

Echelon II Command:

Name: Phone:

Signature: Date:

8. Comments:

As of: 1-31-2002

INSTRUCTIONS:

1) Applicant will complete the DON IT Registration Database – Account Request Form and obtain their supervisor's 

signature.

2) Applicant will submit the completed form to their Echelon II DON IT Registration Database point of contact (POC) 

for an approval decision.

3) The Echelon II DON IT Registration Database POC will review the form for completeness and accuracy, and verify 

that the applicant has a valid requirement for access.  The Echelon II DON IT Registration Database POC is

responsible for maintaining the original file of user access forms.  If approval is warranted, the Echelon II DON IT 

Registration Database POC will sign the form and forward a signed copy of the form to the DON System

Administrator (e-mail or FAX).  The DON System Administrator is Mr. Richard Gallagher.  He may be reached on E-

mail  Gallagher_Richard@BAH.com, office telephone is 703-413-7015, FAX telephone is 703-413-7021.

4)  The DON System Administrator will process the form (establish account access)and notify the Echelon II DON IT 

Registration Database POC and the applicant of the completed action by e-mail within 3 working days. 



Common Access Card (Optional):  The DON IT Registration Database system has been designed and developed to 

support the 'new' Common Access Card (CAC).  DON encourages users to use their CAC to access the database.  

Your user name and password will still be required, but only to initiate your first log on.  After initial logon, only your 

CAC and PIN code will be needed to log on to the database.  Users who do not have a CAC card can still access the 

database with a user id and a password.  Please contact the System Administrator if you need assistance.



For assistance contact Mr. Richard Gallagher on gallagher_richard@bah.com or telephone 703-413-7105.
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Department of the Navy (DON)
2002  Information Technology (IT) Registration Database

Guidance

Introduction 
DOD continues to use the DOD IT Registry as the means to maintain IT system registration, to comply with congressional requirements and to serve as a technical repository to support CIO assessments.  Because this is a continuing Congressional requirement, the DON will continue to use the DON IT Registration Database as the source for collecting the required data and uploading the data to the DOD IT Registry, and for making CIO assessments.  This guide is intended to provide Program Managers, System owners, and major claimants with detailed guidance on updating the data in the DON IT Registration Database in preparation of this year’s annual update to DOD.    

2002 Requirement

The DON CIO must upload the DON data to DOD by 15 March 2002.  Therefore, DON Commands are requested to update the DON IT Registration Database and to provide written confirmation (from the CIO or appropriate command representative) to the DON CIO by 12 March 2002.  This year’s update will focus on five major items:

1) Reviewing/Updating existing system information, as needed;

2) Ensuring  IT system interfaces are in place and identified; 

3) Ensuring IT system contingency plans are in place;
4) Ensuring the new Government Information Security Requirements Act (GISRA) data is completed; and 

5) Ensuring the new “CCA information” data is completed (to be used for internal DON planning purposes only).
DON IT Registration Points of Contact

For assistance please contact: 

Ms. Penny Jones (General policy and guidance questions)

DON CIO Program Manager

(703) 602-6728

E-mail  jones.penny@hq.navy.mil
Mr. Richard Gallagher, Booze-Allen & Hamilton, Inc.
Technical Database POC (Database, system questions, special reports)

(703) 413-7015

E-mail  Richard_Gallagher@bah.com
Capt Sheila McCoy, DON CIO Information Assurance Team Lead (GISRA policy, data)
DON CIO Government Information Security Reform Act (GISRA) POC 

(703) 602-6882
E-mail  Collins.James@hq.navy.mil
This guide and additional information regarding this subject also resides on the DON CIO website available at http:www.don-imit.navy.mil.  
Access to the DON IT Registration Database
Our goal is to ensure only authorized personnel with a need to know gain access to the Department of the Navy (DON) information technology (IT) Registration Database.  We have established primary points of contact at all Echelon II commands to control who has review/editing privileges within a command.  
To logon to the DON IT Registration Database select the URL list below:
The URL:   http://www.-imit.navy.mil/cca/registration/ 
Procedures for establishing a user account (DON IT Registration Database):
1. Applicant will complete the DON IT Registration Database - Account Request Form (Appendix 1).
2. Applicant will submit the completed form to their Echelon II DON IT Registration Database Primary point of contact (POC) for an approval decision listed in Appendix 2.

3. The Echelon II DON IT Registration Database POC will review the form for completeness and accuracy, and verify that the applicant has a valid requirement for access.  The Echelon II DON IT Registration Database POC is responsible for maintaining the original file of user access forms.  If approval is warranted, the Echelon II DON IT Registration Database POC will sign the form and forward a signed copy of the form to the DON System Administrator (e-mail or FAX).  The DON System Administrator is Mr. Richard Gallagher.  Mr. Gallagher may be reached on E-mail  Gallagher_Richard@BAH.com, or by office telephone on 703-413-7015, or by FAX on telephone 703-413-7021.
4. The DON System Administrator will process the form and notify the Echelon II DON IT Registration Database POC and the applicant of the completed action by e-mail within 3 working days.  

Common Access Card (Optional):  

The DON IT Registration Database system has been designed and developed to support the 'new' Common Access Card (CAC).  DON encourages users to use their CAC to access the database.  Your user name and password will still be required, but only to initiate your first log on.  After initial logon, only your CAC and PIN code will be needed to log on to the database.  Users who do not have a CAC card can still access the database with a user id and a password.  Please contact the System Administrator if you need assistance.
Statutory Requirements
Section  811 of the Floyd D. Spence National Defense Authorization Act for FY 2001, amended section 2223(a) of title 10, United States Code, to require a consolidated inventory of DOD mission critical and mission essential information systems be maintained; interfaces between these systems and other systems be identified; and contingency plans for responding to a disruption in the operation of any of these systems be developed and maintained.  Section 811 also directed the revision of Department of Defense Directive 5000.1, to prohibit the award of any contract for the acquisition of a mission critical or mission essential information technology system until the system is registered with the DoD CIO.  This requirement has been implemented in DODI 5000.2 and DOD 5000.2-R.
The National Defense Appropriations Act, FY 2000 (Pub L. 106-79), Section 8121(a) provided that after March 31, 2000, none of the funds (including Defense Working Capital Funds) appropriated in the DOD Appropriations Act, FY 2000, may be used for a mission critical (MC) or mission essential (ME) information technology (IT) system (as defined by the Secretary of Defense) that is not registered with the DOD Chief Information Officer (CIO).  Obligation or expenditure of FY 2000 funds for mission critical or mission essential IT systems not registered may result in a potential Antideficency Act violation.   
The National Defense  Appropriations Act, FY 2001 (Pub L. 106-259), Section 8102(a) continued the requirement to have MC and ME IT systems registered with the DOD CIO prior to the use of FY 2001 funds. 
The National Defense Appropriations Act, FY 2002 (Pub L.  107-117), Section 8104. (a) requires Financial Management information technology systems to be registered with the DOD Chief Information Officer.  None of the funds appropriated in this Act may be used for a MC or ME financial management IT system (including a system funded by the Defense Working Capital Fund) that is not registered with the DOD CIO.  The section provides that a system shall be considered to be registered  by furnishing notice of the system, together with such information concerning the system as the Secretary of Defense may prescribe.  A financial management IT system shall be considered a MC or ME IT system as defined by the Under Secretary of Defense (Comptroller).  DON commands are requested to continue reporting  Financial Management Information Systems in the DON IT Registration Database as was done in the past.  When the implementing guidance is received from DoD it will be provided by separate correspondence.  
 Government Information Security Reform Act (GISRA):

The National Defense Authorization Act for FY2001 – Subtitle G (Sections 1061-1065) GISRA reforms Federal information security practices requiring: 1) a comprehensive framework for controls over information resources; 2) Federal government interoperability; and 3) a mechanism for improved oversight of Federal agency information security programs.  The Act requires DOD to: 1) submit a consolidated OMB report to Congress on the adequacy and effectiveness of information Assurance (IA) programs and policies; and 2) an independent evaluation performed by the Inspector General.  
DON has added the GISRA data fields (identified by the DoD GISRA IPT) to the DON IT Registration Database.  DON will upload the GISRA data collected in the DON IT Registration Database to DoD. The DoD IT Registry is the source to be used to collect and report the GISRA data to Congress.   
Reporting Requirements  

The Secretary of Defense must report to Congress on the status of Section 811(a) implementation on April 1, 2001, 2002, and 2003. 

In addition, the DOD will report to OMB on the status of the implementation of the Government Information Security Reform Act (GISRA) on 31 March 2002.  

Definitions
DODI 5000.2, Change 1, dated 4 January 2001 defines:
Information System.  An ‘information system’ is defined in Section 3502, Title 44, US Code (8):  the term ‘information system’ means a discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of information."

Information Technology.  The accepted DOD definition of ‘Information Technology (IT)’ contained within Section 5002(3), Title 40 U.S. Code 1401 (also known as the Clinger-Cohen Act of 1996):  (3) (A) The term ‘information technology’ means "any equipment, or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by the executive agency …."
(B)  The term ‘information technology’ includes computers, ancillary equipment, software, firmware and similar procedures, services (including support services) and related services.  The term “IT” also includes National Security Systems (NSSs).  
National Security System.  A "national security system" is defined in Section 5142, Title 40 U.S. Code 1401 and means "any telecommunications or information system operated by the United States Government, the function, operation, or use of which--


1.
involves intelligence activities;



2.
involves cryptologic activities related to national security;



3.
involves command and control of military forces;



4.
involves equipment that is an integral part of a weapon or weapons system; or



5.
subject to subsection (b), is critical to the direct fulfillment of military or intelligence missions (this does not include a system that is to be used for routine administrative and business applications (including payroll, finance, logistics, and personnel management applications))."
Major Automated Information System (MAIS).  An AIS that is designated by ASD (C3I) as a MAIS, or estimated to require program costs in any single year in excess of $32 million in fiscal year (FY) 2000 constant dollars, total program costs in excess of $126 million in FY 2000 constant dollars, or total life cycle costs in excess of $378 million in FY 2000 constant dollars.  For the purposes of determining whether an AIS is a MAIS, the following shall be aggregated and considered a single AIS:

1. The separate AISs that constitute a multi-element program.

2. The separate AISs that make up an evolutionary or incrementally developed program.

3. The separate AISs that make up a multi-DOD Component AIS program.

Mission Critical System.  A "mission critical information system" is a system that meets the definition of "information system" and "national security system" in the Clinger-Cohen Act, the loss of which would cause the stoppage of warfighter operations or direct mission support of warfighter operations.  (Note: The designation of "mission critical" should be made by a Component Head, a CINC, or their designee)  A "mission critical information technology system" has the same meaning as a "mission critical information system."

SECNAV memo of 16 Mar 2001 authorized DON System Owners, Program Managers, and major claimants to make mission critical or mission essential information system designations. 

Mission Essential Information System.  A system that meets the definition of "information system" in the Clinger-Cohen Act, that the acquiring Component Head or designee determines is basic and necessary for the accomplishment of the organizational mission.  (Note:  The designation of "mission essential" should be made by a Component Head, a CINC, or their designee).  A "mission essential information technology system" has the same meaning as a "mission essential information system."
SECNAV memo of 16 Mar 2001 authorized DON System Owners, Program Managers, and major claimants to make mission critical or mission essential information system designations. 

Weapon System.   An item or set of items that can be used directly by warfighters to carry out combat support missions to include tactical communication systems.

Responsibilities
The DON CIO is responsible for evaluating and ensuring IT and weapon system programs, including National Security Systems (NSS) that contain Mission Critical (MC) or Mission Essential (ME) IT systems comply with the Clinger-Cohen Act and IT registration requirements.
Once the data is accurately loaded into the DON IT Registration database it will be uploaded to the DOD IT Registration database by the DON CIO.  

DON Commands are responsible for providing accurate data and updating the DON IT registration database on a quarterly basis.     

What must be registered in the DON IT Registration Database?
The DON IT Registration Database must contain ALL MC and ME information technology (IT) systems (including National Security Systems), that are fielded, as well as, systems that are being developed and will be fielded in the future.  Appendix 4 identifies all of the DOD, and DON data fields that must be entered in the DON IT Registration database.
A financial management IT system shall be considered a mission critical or mission essential IT system, as defined by the Under Secretary of Defense (Comptroller).  If the system is determined to be MC or ME it shall be registered in the DON IT Registration database.  Until additional guidance is provided by DOD, DON will continue to maintain and keep updated all information on existing financial management IT systems in the DON IT Registrations Database.
System owners/Program Managers (PMs)/Major Claimants are responsible for making mission critical and mission essential information system designations and for reporting these systems (including NSSs) in the DON IT Registration database. The determination for mission essential should be made from the perspective of what is “basic and necessary” for the accomplishment of the overall DON mission. 
System owners/PMs/major claimants must validate all system records in the existing DON IT Registration database using the definitions/guidance provided, and updating the system records, as needed.  Should any systems be deleted, a listing of such systems with a short rationale for the removal must be attached to your Command certification.  New records for systems that meet the definition of MC/ME IT systems or IT systems with an OSD Budget Identification Number (BIN) are submitted to the DON CIO for inclusion into the DON IT Registration database.
A system must be identified in the DON IT Registration database as a Main system, Active (or new development as appropriate), and IT systems without this information cannot be uploaded to DOD). 

“Main” IT systems within the ship or aircraft will be registered as IT systems and should be reported in the DON IT Registration database as Main system, Active (or new development, as appropriate) and IT system.

IT systems integral to missile operation, yet not physically contained within the launched missile, should be registered.  Examples of these IT systems include fire control systems and mission planning systems.  These systems should be reported as Main system, Active (or new development) as appropriate, and IT system.
Subsystems and local unique systems or networks that have an OSD BIN assigned will be registered.

Prior to awarding a contract for any acquisition category (ACAT) program for MC or ME IT system, the system must be registered in the DON IT Registration database.

What should NOT be registered in the database?

Weapons (with or without embedded IT) and platforms (ships or aircraft) will not be registered in the database. However, MC or ME IT systems on the platform or weapon will be registered. 
Missiles are considered to be weapons launched from a platform, but not IT for the purposes of registration of IT systems.  Missiles include, but are not limited to Sea Sparrow, HARM, Phoenix, Tomahawk, and Trident.  If a missile was previously reported in the DON IT Registration database, the System Type field should appear as “N” (for Non-IT system) to ensure it is not registered as an IT system with DOD.

Subsystems and local unique systems that do not have an OSD BIN assigned will not be registered (see BIN list in Appendix 3).  Local unique systems are not considered mission critical or mission essential to the overall CINC or DON mission.  As such, they are not required to be registered.  Local unique information systems are defined as: software applications that were developed to support local requirements of Naval Bases.  Examples of local unique information systems are system features or functionality that was locally added to a centrally managed information system, information systems developed by functional areas of the Naval Base to support their specific mission and locally developed Internet web pages.   

Networks (WANS, MANs, BANs, LANs) that do not have an OSD BIN number assigned will not be registered. 
Top Secret/Sensitive Compartmented Information (TS/SCI) Systems

All Top Secret/Special Compartmental Information (TS/SCI) IT systems need to be registered separately with the TS/SCI IT Registry managed by the Director of Intelligence Policy, Deputy  Assistant Secretary of Defense (Intelligence).  The DON point of contact for TS/SCI IT systems is (CNO N20).  
Special Access Programs

The DOD point of contact for the Special Access Programs registration is LTCOL Charles Schwarz. He can be reached at (703-697-3493 or by email at charles.schwarz@osd.mil.  All DON Special Access Programs will follow the guidance issued by the DOD Special Access Program Central Office (SAPCO) and be coordinated through the DON POC, Mr. Jim Desatnick (CNO N89), telephone 703-601-4566.
Government Information Security Reform Act (GISRA) 
OSD memorandum dated 31 November 2001 summarizes updating the DOD IT Registry to support the DOD GISRA report and to improve DOD information assurance management.  DOD will continue to use the DOD IT Registry as the system source to support data collection.  DOD has added several new data fields related to the GISRA in the DOD IT Registry; therefore, DON has added these same new GISRA fields to the DON IT Registration Database.   The new GISRA data fields and their definitions are listed in Appendix 4.  If you have a GISRA question, please contact the DON GISRA POC  (see POCs).

Commands need to ensure these new fields are updated with accurate and complete information for each IT system.  DOD will review and report GISRA data separately on 168 systems (DOD-wide) and 35 DON IT systems.  It is important to update ALL of the required GISRA data in the DON IT Registration database.  

OSD BIN Numbers

IT Systems with OSD BIN numbers (see Appendix 4), must be registered in the DON IT Registration Database.  Please contact Mr. Brian Baker (DON CIO) on 703-602-6544 if you need assistance on this subject.
Interfaces
For 2002, the DON is required to certify that interfaces have been identified for all MC and ME IT systems.   Therefore, DON CIO is requesting Commands to certify that interfaces have been identified for all MC and ME IT systems.  

The DON IT Registration Database has a field labeled “Interface with systems identified?”  When this field is marked “yes” a list of system interfaces must also be completed to identify all interfaces.  

A system interface is defined as an exchange of data from one system (the sending system) to another (the receiving system).  The data output from the sending system becomes a data input to the receiving system.  The exchange need not be a direct electronic connection.  It could take place via magnetic tape or via the NIPRNET for example.  
Contingency Plans

For 2002, the DON is required to certify that contingency plans are in place for all MC and ME IT systems.  Therefore, DON CIO is requesting Commands to certify that contingency plans have been identified for all MC and ME IT systems.

The DON IT Registration Database has a field labeled “Are contingency plans in place?”  When this field is marked “yes,” another field under GISRA will ask you to identify when the last time this plan was exercised (date).  Please enter the date as requested.
A contingency plan (according to Section 811)  is narrowly aimed at “responding to a disruption in the operation of those information systems” and is not aimed at a wider definition of performing the business function itself without benefit of automation over a long time period.  It is known and expected that most DON/DOD systems have existing contingency plans in place, such as Continuity of Operations Plans (COOPS), which are designed to respond to disruptions in the operation of information systems.  There is no requirement to forward contingency plans to DON or DOD.  These plans rightly belong with the operations staffs that run these systems.

Clinger-Cohen Act (CCA) Information
In 2002, the DON has added three fields to the DON IT Registration database to allow the DON to forecast and prepare for upcoming CCA reviews.  This data will not be forwarded to DOD and will be used for internal DON use only. 
Appendix 1 DON IT Registration Database – Account Request Form
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Appendix 2 Primary Command Points of Contact 

	IT REG CLAIMANT
	IT REG POC
	POC ROLE
	PHONE
	IT REG EMAIL

	USNO
	LCDR Scott Diaz
	Primary PM
	(202)762-1537
	diaz.scott@usno.navy.mil

	HQMC
	Mr. Bob Rydel
	Primary PM
	(703) 607-5575
	rydelre@hqmc.usmc.mil

	HQMC
	Ms. Marilyn Stahovic
	Secondary PM
	(703) 693-9974
	stahovicmj@hqmc.usmc.mil

	ONR
	Mr. Timothy Warren
	Primary PM
	(703)696-2771
	warrent@onr.navy.mil

	NCIS
	Mr. William VonStorch
	Primary PM
	(202)433-5482
	bvonstor@ncis.navy.mil

	AAUSN
	Mr. Gary Wyckoff
	Primary PM
	(703)697-0047
	wyckoff.gary@hq.navy.mil

	CNO (09BF)
	Mr. Craig Williams
	Primary PM
	(202) 685-1507
	cwilliams@fsa.navy.mil

	BUPERS
	Ms. Melody Potter
	Primary PM
	(901)874-3513
	melody.potter@persnet.navy.mil

	CINCLANTFLT
	Ms. Monica Shephard
	Primary PM
	(757)836-0548
	shephardmr@clf.navy.mil

	CINCPACFLT
	Mr. Marty Smith
	Primary PM
	(808) 474-1269
	smithwm@cpf.navy.mil

	CINCUSNAVEUR
	Captain Keane
	Primary PM
	(011)44207 514-4836
	cnen6@naveur.navy.mil

	COMNAVRESFOR
	Mr. Neil Clement
	Primary PM
	(504) 678-6102
	clement@cnrf.nola.navy.mil

	COMSC
	Mr. Ed Meade
	Primary PM
	(202) 685-5600
	ed.meade@msc.navy.mil

	NAVMETOCCOM
	Ms. B.J. Dauro
	Primary PM
	(228) 688-4518
	daurob@cnmoc.navy.mil

	NAVSECGRU
	Mr. Robert Hayes
	Primary PM
	(240) 373-3604
	rmhayes@hqcnsg.navy.mil

	NAVCOMTELCOM
	Mr. Rich Roussin
	Primary PM
	(202) 764-0916
	roussinr@nctc.navy.mil

	BUMED
	LCDR Lynda Race
	Primary PM
	(301) 319-1099
	lmrace@us.med.navy.mil

	NAVAIR
	Ms. Kathy Steele
	Primary PM
	(301) 342-4799
	steelekl@navair.navy.mil

	NAVAIR
	Ms. Liz Medved
	USERS
	(301) 342-7412
	medvedem@navair.navy.mil

	SPAWAR
	MR. Scott Saunders
	USERS
	(858) 537-0573
	saundert@spawar.navy.mil

	SPAWAR
	Ms. Ginney Szabad
	USERS
	(619) 524-3245
	szabadal@spawar.navy.mil

	SPAWAR
	Ms. Sarah Lamades
	Primary PM
	(619) 524-7008
	lamades@spawar.navy.mil

	NAVFAC
	Mr. Tim Nielson
	Primary PM
	(202) 685-9073
	nielsenta@navfac.navy.mil

	NAVFAC
	Mr. Jim Carberry
	USER
	(202) 685-9037
	carberryjj@navfac.navy.mil

	NAVFAC
	Mr. Bill Fitzgibbon
	USER
	(202) 685-9038
	fitzgibbonwj@navfac.navy.mil

	NAVSUP
	Mr. Mark Porterfield
	Primary PM
	(717) 605-6971
	mark_r_porterfield@navsup.navy.mil

	NAVSEA
	Ms. Mary Pearson
	Primary PM
	(202) 781-0977
	pearsonmw@navsea.navy.mil

	DIRSSP
	Mr. Bill Hyre
	Primary PM
	(202) 764-1432
	sp1640@ssp.navy.mil

	ONI
	Mr. Robert Oldach
	Primary PM
	(301) 669-5227
	roldach@nmic.navy.mil

	CNET
	Ottendorfer, EW
	USER
	(850) 452-4044
	william-O.ottendorfer@cnet.navy.mil

	CNET
	Mr. Curt Jones
	Primary PM
	(850) 452-4098
	curt-l.jones@cnet.navy.mil

	CNR
	Dr. Randal Shumaker
	Primary PM
	(202)767-2903
	shumaker@itd.nrl.navy.mil

	NAVSYSMGTACT
	Mr. Richard Etter
	Primary PM
	(703) 602-9045 X320
	etter.Richard@mail.navy.mil

	NAVSPACECOM
	Ms. Diane Jacobs
	Primary PM
	(540) 653-5548
	jacobs@nsc.navy.mil

	MSC
	Mr. Ralph Marks
	Primary PM
	(202) 685-5339
	ralph.marks@msc.navy.mil

	DON CIO (IT REG PM)
	Ms. Penny Jones
	Primary PM
	(703) 602-6728
	jones.penny@hq.navy.mil

	DON CIO SYS ADMIN
	Mr. Richard Gallagher
	Primary PM
	(301) 757-1667
	gallagher_richard@bah.com

	OSD (IT REG PM)
	Dr. Ashgar Noor
	Primary PM
	703-602-0980 X 181
	Asghar.noor@osd.mil


Appendix 3 OSD BIN Numbers

	AIS
	EXT
	OSD BIN
	ACRONYM
	SYSTEM
	BSO_TITLE
	NON_MAJOR
	MAJOR

	L75
	
	5581
	EA-21
	ELECTRNC ACQUISITN (EA)-21 (PAPERLES AQ)
	AAUSN
	TRUE
	FALSE

	P21
	
	6455
	SLDCADA
	STD LABOR DISTRIBUTION COST ACCOUNTING
	AAUSN
	TRUE
	FALSE

	Z04
	
	6021
	DATA
	DATA ADMINISTRATION
	ALL
	TRUE
	FALSE

	Z02
	
	5081
	DISTNC LERN
	DISTANCE LEARNING SYSTEMS
	ALL
	TRUE
	FALSE

	Z22
	
	6408
	IA-DCE
	INFO ASSURANCE-DEFEND COMPUTNG ENVIRONMT
	ALL
	TRUE
	FALSE

	Z21
	
	6405
	IA-DEB
	INFO ASSURANCE-DEFEND ENCLAVE BOUNDARY
	ALL
	TRUE
	FALSE

	Z20
	
	6453
	IA-DNI
	INFO ASSURANCE-DEFEND NET & INFRASTRUCT
	ALL
	TRUE
	FALSE

	Z26
	
	6420
	IA-DIO
	INFO ASSURANCE-DEFENSIVE INFO OPERATIONS
	ALL
	TRUE
	FALSE

	Z28
	
	6418
	IA-MGMT&OPS
	INFO ASSURANCE-MANAGEMENT AND OPERATIONS
	ALL
	TRUE
	FALSE

	Z25
	
	6423
	IA-SECMGMT
	INFO ASSURANCE-SECURITY MANAGEMENT
	ALL
	TRUE
	FALSE

	Z23
	
	6417
	IA-SI
	INFO ASSURANCE-SUPPORTING INFRASTRUCTURE
	ALL
	TRUE
	FALSE

	Z24
	
	6426
	IA-SM
	INFO ASSURANCE-SYSTEM SECURITY METHODS
	ALL
	TRUE
	FALSE

	Z29
	
	6411
	IA-TACTICAL
	INFO ASSURANCE-TACTICAL ENVIRONMENT
	ALL
	TRUE
	FALSE

	Z27
	
	6402
	IA-TRAINING
	INFO ASSURANCE-TRAINING
	ALL
	TRUE
	FALSE

	X99
	
	6486
	IDM
	INFO DISSEMINATION MGMT (SEAT MGMT SVCS
	ALL
	TRUE
	FALSE

	Z30
	
	6407
	ISSP-DCE
	ISSP-DEFEND COMPUTING ENVIRONMENT
	ALL
	TRUE
	FALSE

	Z31
	
	6404
	ISSP-DEB
	ISSP-DEFEND ENCLAVE BOUNDARY
	ALL
	TRUE
	FALSE

	Z33
	
	6400
	ISSP-DNI
	ISSP-DEFEND NET AND INFRASTRUCTURE
	ALL
	TRUE
	FALSE

	Z32
	
	6419
	ISSP-DIO
	ISSP-DEFENSIVE INFORMATION OPERATIONS
	ALL
	TRUE
	FALSE

	Z35
	
	6413
	ISSP-MGMT
	ISSP-OTHER MANAGEMENT AND OPERATIONS
	ALL
	TRUE
	FALSE

	Z36
	
	6422
	ISSP-SM
	ISSP-SECURITY MANAGEMENT
	ALL
	TRUE
	FALSE

	Z37
	
	6416
	ISSP-SI
	ISSP-SUPPORTING INFRASTRUCTURE
	ALL
	TRUE
	FALSE

	Z38
	
	6425
	ISSP-SSM
	ISSP-SYSTEM SECURITY METHODOLOGY
	ALL
	TRUE
	FALSE

	Z34
	
	6410
	ISSP-TE
	ISSP-TACTICAL ENVIRONMENT
	ALL
	TRUE
	FALSE

	Z39
	
	6401
	ISSP-TRAIN
	ISSP-TRAINING INFO SYS SECURITY PROGRAM
	ALL
	TRUE
	FALSE

	Z08
	
	6399
	PKI
	PUBLIC KEY INFRASTRUCTURE
	ALL
	TRUE
	FALSE

	Z03
	
	2045
	VTC
	VIDEO TELECONFERENCING
	ALL
	TRUE
	FALSE

	E08
	
	299
	BUPERS-LAN
	BUPERS MEMPHIS LAN
	BUPERS
	TRUE
	FALSE

	P90
	
	737
	DPRIS-EMPRS
	DPRIS-ELCTRNC MILITARY PERS RECORD SYS
	BUPERS
	FALSE
	TRUE

	P10
	
	2140
	MAST
	MILITARY ASSIGNMNT & TRANSFER SYS (MAST)
	BUPERS
	TRUE
	FALSE

	P04
	
	1508
	PRIDE
	PERSLIZD RCRUIT FOR IMMED/DELAY ENLSTMT
	BUPERS
	TRUE
	FALSE

	R05
	
	4057
	RDS
	RECRUITING DATA SUPPORT SYSTEMS (RDS)
	BUPERS
	TRUE
	FALSE

	P05
	
	5039
	RT21
	RECRUITING TOOLS 21ST CENTURY
	BUPERS
	TRUE
	FALSE

	F31
	
	6457
	CLF FMIS
	CINCLANTFLT FINANCIAL MGMT INFO SYSTEM
	CINCLANTFLT
	TRUE
	FALSE

	A09
	
	369
	CIECS
	CLFT INTERNETWORKED ELECTRONIC COMM SYS
	CINCLANTFLT
	TRUE
	FALSE

	C42
	
	2161
	TSCM
	TOMAHAWK STRIKE COORDINATION MODULE/TSCM
	CINCLANTFLT
	FALSE
	FALSE

	A16
	
	2135
	TRMS
	TYPE CDR READINESS MANAGEMENT SYS (TRMS)
	CINCLANTFLT
	TRUE
	FALSE

	E07
	
	370
	FLTCINCAIS
	CINCPACFLT NETWORK (FLTCINCAIS)
	CINCPACFLT
	TRUE
	FALSE

	T05
	
	1347
	NITRAS
	NAV INTEGRATED TRAIN RES/ADM
	CNET
	TRUE
	FALSE

	T12
	
	1799
	STASS
	STD TRAINING ACTIVITY SUPPORT SYS(STASS)
	CNET
	TRUE
	FALSE

	Y26
	
	1121
	MRSC
	MAJOR SHARED RESOURCE CENTER
	COMNAVMETOCCOM
	FALSE
	TRUE

	Y25
	
	1434
	OIS
	OCEANOGRAPHIC INFORMATION SYSTEM
	COMNAVMETOCCOM
	TRUE
	FALSE

	Y10
	
	1544
	POPS
	PRIMARY OCEANOGRAPIC PREDICTION SYS
	COMNAVMETOCCOM
	TRUE
	FALSE

	Y27
	
	1836
	SUPERCOMPUT
	SUPERCOMPUTER
	COMNAVMETOCCOM
	TRUE
	FALSE

	X47
	
	2166
	AFATDS
	ADV FIELD ARTILLERY TACTICAL DATA SYS
	DOD
	FALSE
	TRUE

	Z05
	
	6299
	BPR
	BUSINESS PROCESS REENGINEERING
	DOD
	TRUE
	FALSE

	F24
	
	572
	DCIPS
	DEFENSE CIVILIAN PAYROLL SYSTEM
	DOD
	TRUE
	FALSE

	P20
	
	6517
	DCPDS
	DEFENSE CIVILIAN PERS DATA SYS (DCPDS)
	DOD
	FALSE
	TRUE

	V24
	
	6519
	DIFMS
	DEFENSE INDUSTRIAL FINANCIAL MIS (DIFMS)
	DOD
	TRUE
	FALSE

	L73
	
	582
	DSS
	DISTRIBUTION STANDARD SYSTEM (DSS)
	DOD
	FALSE
	TRUE

	C74
	
	6462
	TELEPORT
	DOD TELEPORT SYSTEM
	DOD
	TRUE
	FALSE

	L02
	
	1036
	JALIS
	JOINT AIR LOGISTICS INFORMATION SYSTEM
	DOD
	TRUE
	FALSE

	L50
	
	1039
	JCALS
	JOINT COMPUTER-AIDED LOGISTICS SYSTEM
	DOD
	FALSE
	TRUE

	C75
	
	6190
	JTRS
	JOINT TACTICAL RADIO SYSTEM (JTRS)
	DOD
	TRUE
	FALSE

	L04
	
	1165
	MMS
	MATERIAL MANAGEMENT SYSTEMS (MMS)
	DOD
	TRUE
	FALSE

	C72
	
	5001
	OTH NSS C2
	OTHER NSS COMMAND AND CONTROL (CMD)
	DOD
	FALSE
	FALSE

	C73
	
	5009
	OTH NSS INT
	OTHER NSS INTELLIGENCE (INTL)
	DOD
	FALSE
	FALSE

	C70
	
	6196
	SINCGARS
	SINGL CHANNEL GRND & AIRBORNE RADIO SYS
	DOD
	TRUE
	FALSE

	F30
	
	1759
	STARS/FL
	STD ACCOUNTNG & REPORTNG SYS (STARS)/FL
	DOD
	TRUE
	FALSE

	Z01
	
	1836
	SUPERCOMPUT
	SUPERCOMPUTER
	DOD
	TRUE
	FALSE

	L93
	
	1935
	TC-AIMS
	TRANSPORTATION COORDINATOR-AIMS
	DOD
	FALSE
	TRUE

	X63
	
	6513
	MSC APMC
	MSC AFLOAT PERSONNEL MANAGEMENT CENTER
	MSC
	FALSE
	FALSE

	X64
	
	6514
	MSC-FMS
	MSC FINANCIAL MANAGEMNT SYSTEM (MSC-FMS)
	MSC
	TRUE
	FALSE

	X60
	
	1699
	SMIS
	SHIPBOARD MGMT INFORMATION SYSTEM (SMIS)
	MSC
	TRUE
	FALSE

	V05
	
	181
	AUTOSERD
	AUTO SUPPORT EQUIP RECOMMENDATION DATA
	NAVAIR
	TRUE
	FALSE

	L06
	
	2091
	CMIS
	CONFIGURATION  MGMT INFORMATION SYSTEM
	NAVAIR
	FALSE
	TRUE

	C64
	
	6178
	E-2C HAWK
	E-2C HAWKEYE MODS LINK 16, TADIL, MIDS
	NAVAIR
	TRUE
	FALSE

	C65
	
	6181
	E-6A/B
	E-6A/B TACAMO/ABMCP
	NAVAIR
	TRUE
	FALSE

	C61
	
	6396
	HELICOPTRS
	EXECUTV HELICOPTR COMMUNICATN CONTNUITY
	NAVAIR
	TRUE
	FALSE

	L57
	
	1043
	JEDMICS
	JOINT ENGINEER DATA MGMT INFO CONTRL SYS
	NAVAIR
	FALSE
	TRUE

	W02
	
	6300
	JTCTS
	JOINT TACTICAL COMBAT TRAINNG SYS-JTCTS
	NAVAIR
	FALSE
	TRUE

	L08
	
	5036
	MRP II
	MANUFACTURING RESOURCES PLANNING II
	NAVAIR
	FALSE
	TRUE

	X81
	
	1197
	MEASURE
	METROLOGY AUTO SYS UNIFORM RECAL/RPT
	NAVAIR
	TRUE
	FALSE

	C60
	
	5080
	NAS MOD
	NAT AIRSPACE SYS MODERNZATN/MATCAL/JPALS
	NAVAIR
	TRUE
	FALSE

	L07
	
	5027
	NDMS
	NAVAIR DEPOT MAINTENANCE SYSTEM (NDMS)
	NAVAIR
	TRUE
	FALSE

	V22
	
	1267
	NADEPWCS
	NAVAIR DEPOT WORKLOAD CONTROL SYSTEM
	NAVAIR
	TRUE
	FALSE

	L95
	
	6343
	NAVAIR ERP
	NAVAIR ENTERPRISE RESOURCE PLANNING
	NAVAIR
	TRUE
	FALSE

	V30
	
	1274
	NALDA
	NAVAIR LOGISTICS DATA ANALYSIS (NALDA)
	NAVAIR
	TRUE
	FALSE

	V02
	
	1289
	NIMMS
	NAVAL INDUSTRIAL MATERIEL MGMT SYSTEM
	NAVAIR
	TRUE
	FALSE

	C37
	
	1868
	NavMPS
	NAVAL MISSION PLANNING SYSTM (NavMPS)
	NAVAIR
	TRUE
	FALSE

	F05
	
	1345
	NIFMAS
	NAVY INDUSTRIAL FUND FIN MGMT & ACCT SYS
	NAVAIR
	TRUE
	FALSE

	V03
	
	1844
	SERMIS
	SUPPORT EQUIPMENT RESOURCE MGMT INFO SYS
	NAVAIR
	TRUE
	FALSE

	V94
	
	4061
	WPS
	WORKLOAD PLANNING SYSTEM (WPS)
	NAVAIR
	TRUE
	FALSE

	L42
	
	755
	EFDMIS
	ENGINEERING FIELD DIVISION MIS
	NAVFAC
	TRUE
	FALSE

	L20
	
	26
	BAIM
	BASELINE ADVANCED INDUSTRIAL MGT (BAIM)
	NAVSEA
	FALSE
	TRUE

	L14
	
	845
	FMPMIS
	FLEET MODERNIZATION PROGRAM MIS (FMPMIS)
	NAVSEA
	TRUE
	FALSE

	L03
	
	6035
	SEA DM SYS
	NAVSEA DEPOT MAINTENANCE (DM) SYSTEM
	NAVSEA
	TRUE
	FALSE

	E03
	
	1318
	SEALANS
	NAVSEA LOCAL AREA NETWORKS (SEALANS)
	NAVSEA
	TRUE
	FALSE

	F32
	
	6515
	MOMENTUM
	NAVSEA MOMENTUM COST MANAGEMENT
	NAVSEA
	TRUE
	FALSE

	L99
	
	6437
	RFM ERP SEA
	NAVSEA REGIONAL FLT MAINTENANC ERP PILOT
	NAVSEA
	TRUE
	FALSE

	L05
	
	2137
	RMAIS
	REGIONAL MAINTENANCE AUTOMATED INFO SYS
	NAVSEA
	TRUE
	FALSE

	L15
	
	1698
	SCLSIS/ILO
	SHIP CONFIG LOG SUPT INFO SYS/ILO PROGRM
	NAVSEA
	TRUE
	FALSE

	L13
	
	1831
	SUBMEPP
	SUB MAINT/ENG/PLAN/PRCURMT PROGRAM
	NAVSEA
	TRUE
	FALSE

	L33
	
	122
	AMSS
	AMMUNITION MANAGEMENT STANDARD SYSTEM
	NAVSUP
	FALSE
	TRUE

	L91
	
	4033
	ATM@SEA
	AUTOMATED TELLER MACHINES @ SEA
	NAVSUP
	TRUE
	FALSE

	L60
	
	199
	AIT
	AUTOMATION IDENTIFICATION TECHNOLOGY
	NAVSUP
	TRUE
	FALSE

	L90
	
	6456
	CAC
	COMMON ACCESS CARD (SMART CARD)
	NAVSUP
	TRUE
	FALSE

	L53
	
	731
	EDI
	ELECTRONIC DATA INTERCHANGE (EDI)
	NAVSUP
	FALSE
	TRUE

	L92
	
	4100
	FACTS
	FIN AND AIR CLEARANCE TRANS SYSTEM
	NAVSUP
	TRUE
	FALSE

	L71
	
	903
	HMMS
	HAZARDOUS MATERIAL MANAGEMENT SYSTEM
	NAVSUP
	FALSE
	FALSE

	L54
	
	1993
	MFCS
	MATERIAL FINANCIAL CONTROL SYSTEM
	NAVSUP
	TRUE
	FALSE

	L54
	A
	1993
	MFCS
	MATERIAL FINANCIAL CONTROL SYSTEM
	NAVSUP
	TRUE
	FALSE

	L97
	
	6435
	ASM ERP SUP
	NAVSUP AVIATION SUPPLY/MAINTENANCE ERP P
	NAVSUP
	TRUE
	FALSE

	L97
	A
	6435
	ERP
	NAVSUP ERP A
	NAVSUP
	TRUE
	FALSE

	L97
	B
	6435
	ERP
	NAVSUP ERP B
	NAVSUP
	TRUE
	FALSE

	L97
	C
	6435
	ERP
	NAVSUP ERP C
	NAVSUP
	TRUE
	FALSE

	L43
	
	6454
	ONE TOUCH
	ONE TOUCH SUPPLY
	NAVSUP
	TRUE
	FALSE

	L30
	
	500
	OIS
	ORDNANCE INFORMATION SYSTEM
	NAVSUP
	TRUE
	FALSE

	L32
	
	1653
	ROLMS
	RETAIL ORDNANCE LOGISTICS MGMT SYS
	NAVSUP
	TRUE
	FALSE

	L70
	
	1794
	SPS
	STANDARD PROCUREMENT SYSTEM (SPS)
	NAVSUP
	FALSE
	TRUE

	L58
	
	1995
	UADPS-SP
	UNIFORM ADP SYS-STOCK POINTS (UADPS-SP)
	NAVSUP
	TRUE
	FALSE

	E15
	
	6322
	DISN TIER1
	DISN TIER-ONE
	NCTC/NNOC
	TRUE
	FALSE

	C63
	
	6175
	CWSP
	CHALLENGE ATHENA/COMMERCIAL WIDEBAND SAT
	SPAWAR
	TRUE
	FALSE

	P94
	
	6521
	DIMHRS
	DEFENSE INTGRTD MIL HUMAN RESOURCES SYS
	SPAWAR
	FALSE
	TRUE

	C03
	
	615
	DMS
	DEFENSE MESSAGE SYSTEM (DMS)
	SPAWAR
	FALSE
	TRUE

	W10
	
	758
	ENWGS
	ENHANCED NAVY WARFARE GAMING SYS (ENWGS)
	SPAWAR
	TRUE
	FALSE

	C69
	
	6182
	EPLRS
	ENHANCED POS LOCATION REPORTING SYSTEM
	SPAWAR
	TRUE
	FALSE

	C51
	
	6046
	GCCS-M
	GLOBAL C2 SYSTEM-MARITIME (GCCS-M)
	SPAWAR
	FALSE
	TRUE

	C05
	
	881
	GCCS
	GLOBAL COMMAND AND CONTROL SYSTEM (GCCS)
	SPAWAR
	FALSE
	TRUE

	C62
	
	6368
	GPS
	GLOBAL POSITIONING SYSTEM (GPS)
	SPAWAR
	FALSE
	TRUE

	A17
	
	954
	IMAPMIS
	INACTIVE MANPOWER AND PERSONNEL MIS
	SPAWAR
	TRUE
	FALSE

	W01
	
	2148
	JSIMS
	JOINT SIMULATION SYSTEM (JSIMS)-MARITIME
	SPAWAR
	FALSE
	TRUE

	C67
	
	1057
	JTIDS/MIDS
	JTIDS/MIDS LINK 16 TERMINAL
	SPAWAR
	TRUE
	FALSE

	C66
	
	6191
	MEECN
	MINIMUM ESSENTIAL EMERGENCY COMM NET
	SPAWAR
	TRUE
	FALSE

	P03
	
	1353
	NMRS
	NAVY MANPWR RQRMTS SYSTEM
	SPAWAR
	TRUE
	FALSE

	P50
	
	4058
	NMPDS
	NAVY MILITARY PERSONNEL DISTRIBUTION SYS
	SPAWAR
	TRUE
	FALSE

	P36
	
	1371
	NSIPS
	NAVY STD INTEGRATD PERSONNEL SYS (NSIPS)
	SPAWAR
	FALSE
	TRUE

	C30
	
	1372
	NTCSS
	NAVY TACTICAL COMMAND SUPPORT SYSTEM
	SPAWAR
	FALSE
	TRUE

	C33
	
	2154
	NITES
	NCTS-A INTEGRATED TACTICAL ENVIRO SUBSYS
	SPAWAR
	TRUE
	FALSE

	P96
	
	6458
	NOW
	NEW ORDER WRITING SYSTEM
	SPAWAR
	TRUE
	FALSE

	P02
	
	4059
	PERSYS(P02)
	PERSONNEL SYSTEM
	SPAWAR
	TRUE
	FALSE

	P15
	
	1642
	RESFMS
	RESERVE FINANCIAL MGMT/ACTIVE DUTY TRAIN
	SPAWAR
	TRUE
	FALSE

	P13
	
	1644
	RHSC
	RESERVE HEADQUARTERS SUPPORT COMPONENT
	SPAWAR
	TRUE
	FALSE

	P16
	
	1645
	RIMS
	RESERVE INTEGRATED MANAGEMENT SYS (RIMS)
	SPAWAR
	TRUE
	FALSE

	P12
	
	1646
	RSTARS
	RESERVE STAN TRN/ADM/READINESS SUPPORT
	SPAWAR
	TRUE
	FALSE

	P35
	
	1737
	SDS
	SOURCE DATA SYSTEM (SDS)
	SPAWAR
	TRUE
	FALSE

	L98
	
	6436
	WCM ERP SPA
	SPAWAR WARFARE CENTER MGMT ERP PILOT
	SPAWAR
	TRUE
	FALSE

	P07
	
	1926
	TFMMS
	TOTAL FORCE MANPOWER MGMT SYSTEM
	SPAWAR
	TRUE
	FALSE

	L94
	
	1962
	TRIDENT
	TRIDENT LOGISTICS DATA SYSTEM (TRIDENT)
	SSP
	TRUE
	FALSE

	X36
	
	2133
	USMC ATLASS
	ASSET TRACKNG 4 LOGISTICS & SUPPLY SYSTM
	USMC C4
	TRUE
	FALSE

	X48
	
	1002
	IAS
	INTELLIGENCE ANALYSIS SYSTEM
	USMC C4
	TRUE
	FALSE

	X49
	
	4062
	TERPES
	TACTICAL ELEC RECON PROCESS & EVAL SYS
	USMC C4
	TRUE
	FALSE

	X90
	
	6318
	USMC CCR
	USMC COMMON COMPUTER RESOURCES
	USMC C4
	TRUE
	FALSE

	X38
	
	2300
	USMC DACT
	USMC DIGITAL AUTOMATD COMMUNICATNS TRMNL
	USMC C4
	TRUE
	FALSE

	X31
	
	618
	DPRIS-ODI
	USMC DPRIS-OPTICAL DIGITAL IMAGING (ODI)
	USMC C4
	FALSE
	FALSE

	X40
	
	2301
	MAGTF LOG
	USMC MAJOR TASK FORCE LOGISTICS AIS
	USMC C4
	TRUE
	FALSE

	X03
	
	6525
	MCTFS
	USMC MARINE CORPS TOTL FORCE SYS (MCTFS)
	USMC C4
	TRUE
	FALSE

	X35
	
	1128
	USMC MAPER
	USMC MGMT OF PERSONNEL RECORDS (MAPER)
	USMC C4
	TRUE
	FALSE

	X01
	
	6318
	USMC OSS
	USMC OPERATIONAL SUPPORT SYSTEMS
	USMC C4
	TRUE
	FALSE

	X34
	
	2037
	R-NET
	USMC RESERVE WIDE AREA NETWORK (R-NET)
	USMC C4
	TRUE
	FALSE

	X44
	
	1867
	USMC TAOM
	USMC TACTICAL AIR OPERATIONS MODULE
	USMC C4
	TRUE
	FALSE

	X46
	
	2303
	USMC TCO
	USMC TACTICAL COMBAT OPERATIONS
	USMC C4
	TRUE
	FALSE

	X37
	
	2134
	USMC TDN
	USMC TACTICAL DATA NETWORK (TDN)
	USMC C4
	FALSE
	TRUE

	X21
	
	1935
	TCAIMS II
	USMC TCAIMS II
	USMC C4
	TRUE
	FALSE


Appendix 4  DOD/DON 2002  IT Registration Data Fields

“*” These fields must be populated with acceptable values or the record will be rejected.

	DON Field Name
	DOD IT Field Name(s)
	Size
	Select from list of values
	Field Description

	General System Information

	*System Name
	SYSTEM_NAME
	100
	
	The full descriptive name for the system (upper case).

	*Acronym
	SYSTEM_ACRONYM
	30
	
	A shortened or commonly used name for the system (upper case).

	Major Command
	N/A
	
	
	Select from list. Not sent to DOD.

	*Primary Functional Area
	FUNC_AREA
	
	F9 key to display values
	Relates to the functions under which this particular system is reported.

	*Secondary Functional Area
	SEC_FUNC_AREA
	
	F9 key to display values
	If system has a secondary function.

	*Tracking Number
	
	
	
	System generated. DOD field is called SYSTEM –ID, 20 digit field. 

	*Active/Inactive
	
	
	Select from list of values
	Retired systems will not be reported to DOD.

	*Organization
	
	
	Select from list of values
	Command Name.

	*Sponsor
	N/A
	
	
	Enter Sponsor.

	*BIN
	BIN
	6
	See appendix 3 for values
	For 2002, insert the budget initiative number (BIN) if it exists in Appendix 2 of this document.

ALL systems with a BIN will be reported to DOD, unless Main System type is “subsystem”

	*Desc
	SYSTEM_DESCRIPTION
	255
	
	A free form text description of the system, its function and uses.


	DON Field Name
	DOD IT Field Name(s)
	Size
	Select from list of values
	Field Description

	Status Information

	*Mission Critical
	MISSION_CRITICAL
	2
	Select from list of values
	Mission criticality of the system (MC or ME).

	*ACAT Code
	ACQ_CATEGORY
	3
	Select from list of values
	The program acquisition category for this system as appropriate.

	*Main System
	N/A
	
	Select from list of values
	Only “MAIN” type systems  will be reported to DOD.

Exception: see BIN, below.

	*System Type
	N/A
	
	Select from list of values
	Only “IT systems”  will be reported to DOD.

Exception: see BIN, below. 

	*Contingency Plan in place
	CONTINGENCY_PLAN
	3
	Yes, No
Or NA.
	Indicates a contingency plan is in place to account for  disruptions in the operations of this system.  Weapons and other non-IT acquisition programs do not require contingency plans.  

(DOD requires contingency plans to be in place for 2002 reporting for “all MC/ME IT systems.”  Select “yes” if contingency plans are in place.)

	*Interface with systems
	INTERFACES_IDENTIFIED
	3
	Yes, No or NA.
	Indicates if system interfaces between this MC/ME IT system and other systems have all been identified.  Weapons and other non-ITAcquisition programs do not require interface specification.

(DOD requires interfaces to be identified in 2002 reporting for all MC/ME IT systems.”  Select “yes” if interfaces are identified).


	*Interface Details

Information window

Name, Direction, Comnts, Type 
	INTERFACE_DETAILS
	
	
	To add new interface details: select Interface tab, click the Add button, use F9 key to display select list.  Select if already exists.  If interface is not in list, use Add button to create new interface.

	*POC Detail Information
Window

Last Name, First Name,
Org, Title, Commercial
Phone, DSN Phone, e-mail
	PM_NAME,
PM_TITLE,
PM-ORGANIZATION
PM_COM_PHONE,

PM_DSN_PHONE,

PM_EMAIL
	50
10

50

18

18

100


	
	The intent is to name the Program Manager as the POC.  To add new POC: select POC tab, click add button, use F9 key to display select list.  Select if already exists.  If POC is not in select list: use new POC  button to go to POC Detail Information Window, enter information in all yellow colored fields.

	*** NEW ** CCA Information

	*CCA Confirmation Date or Certification Date

	N/A
	8


	
	On what date was the CCA Confirmation or Certification completed?  Required if the system is an ACAT.
Format: YYYYMMDD
(This data is for internal DON use only.  It will be used for planning purposes in DON and will not be sent to DOD.)

	*Milestone Review Date
	N/A
	8
	
	What is the date of the next milestone review?  Required if the system is an ACAT. Format: YYYYMMDD

(This data is for DON use only.  It will be used for planning purposes in DON and will not be sent to DOD.)

	*Contract Award Date
	N/A
	8
	
	What is the date of the next contract award?  Required if the system is an ACAT. Format: YYYYMMDD

(This data is for DON use only.  It will be used for planning purposes in DON & will not be sent to DOD.)


	DON Field Name 
	DOD IT Field Name(s)
	Size
	Select from list of values
	Field Description

	GISRA (Government Information Security Reform Act) Information (to be replaced with the NEW Fields below.

	Accredited


	
	
	
	

	Interim ATO
	
	
	
	

	Formal Documentation

    SSAA CA
	
	
	
	

	Accreditation

     DITSCAP

    
	
	
	
	

	** NEW **    (Government Information Security Reform Act) Information defined by DOD and added to both the DON and the DOD IT registration databases.)

	*Accreditation Status
	ACCRED_STATUS
	10
	Select from list of values
	Has your system undergone a certification and accreditation process and if so, what is the status? If not, why?  DOD requires systems to use the DITSCAP. 

Status:  Final, IATO, or None. 

	*Accreditation Date
	ACCRED_DATE
	8
	
	On what date was the current C&A status granted? If answer to “accreditation status” is none, enter your planned/forecasted accreditation date.
Format:  YYYMMDD

	*Accreditation Vehicle
	ACCRED_VEHICLE
	10
	Select from list of values
	What C&A process was used to grant the current C&A?  DITSCAP is the DOD wide method of certifying and accrediting the security of an information system.  If the system was certified and accredited using another process method, please indicate.  Example:  

DITSCAP  AFSSI 5024 DCID 6/3 AR 380-19



	*Formal Documentation

	ACCRED_DOC
	3
	Select from list of values
	If the system has a C&A, do you have formal documentation that indicates the specifics of the C&A process?

Response: yes or no 

	*Systems Security Authorization Agreement (SSAA) Status
	SSAA_STATUS
	4
	Select from list of values
	What phase is the SSAA associated with your system in?  The phases of the SSAA are based on DITSCAP definitions.

Values: Phase I, II, III, IV, or None.

	*Designated Approving Authority (DAA) Information
	DAA_NAME, 
DAA_TITLE,
DAA_ORG,

DAA_PHONE

DAA_EMAIL,



	50

100

50

18

100
	
	What is the contact information for the DAA that granted your system’s latest C&A status?  The DAA is the key figure in the C&A process.

	*Contingency Plan/Continuity of Operations Plan (COOP) last exercised date
	COOPTEST
	8
	
	When was the last time (date) that your system’s contingency plan/COOP was exercised?  
Format: YYYYMMDD

	*Access Controls
	ACCESS_CONTROL
	3
	Select from list of values
	Does your system have measures in place that control access and prevent the circumvention of the security software and application controls?  Access controls can be name identification and password control.

Values: yes or no

(If DITSCAP accredited enter “yes”)  


	*Administrative Controls
	ADMIN_CONTROL
	3
	Select from list of values
	Does your system have measures in place that ensure the proper administration of your system to include identification of users, groups, and their privileges as well as the capability to produce system activity audit logs? 

Values: Yes or No.

(If DITSCAP accredited enter “yes”)

	*Security Incident Response
	CSIRT
	3
	Select from list of values
	Does your system have controls in place to recognize, report, monitor, and efficiently handle incidents, and is there capability to share this information with appropriate organizations?
Values: yes or no.

(If DITSCAP accredited enter “yes”)

	*Virus Protection 
	VIRUS_PROTECTION
	3
	Select from list of values
	Does your system have virus protection and data integrity controls that data from accidental or malicious alteration or destruction and that protect your system from infection or from malicious viruses?
Values Yes or no.

(If DITSCAP accredited enter “yes”)


	*Hardware/Software Maintenance Plan
	MAINTENANCE_PLAN
	3
	Select from list of values
	Does your system have controls that are used to monitor the installation of, and updates to, hardware and software to ensure that the system functions as expected and that a historical record is maintained of changes?
Values: yes or no

(If DITSCAP accredited enter “yes”)

	*Risk Management Plan
	RISK_PLAN
	3
	Select from list of values
	Does your system have a risk management plan that identifies the risks and vulnerabilities to the system, recognizes the sensitivity of the data and lays out a plan to mitigate those risks and vulnerabilities?

Values: yes or no.

(If DITSCAP accredited enter “yes”)

	*System Security Plan


	SECURITY_PLAN
	3
	Select from list of values
	Does your system have a system security plan that provides an overview of the security requirements of the system and describes the controls in place or planned for meeting those requirements?  Does the plan delineate responsibility and expected behavior of all individuals who access the system?

Values yes or no.

(If DITSCAP accredited enter “yes”)


	*System Life Cycle Plan
	LIFE_CYCLE_PLAN
	3
	Select from list of values
	Does your system have a life cycle plan that discusses at minimum the basic life cycle phases?

Values: yes or no.

(If DITSCAP accredited enter “yes”)

	*Record Type
	REC_TYPE
	64
	Select from list of values
	What type of entity is represented by this particular IT Registry entry?

Values: System/acquisition program/network/application

	*Life Cycle
	LIFE_CYCLE
	64
	Select from list of values
	What phase of the system life cycle is this entity in?
Values: Concept & technology development; System development & demonstration; Production & Deployment; Operations & Support; Disposal 
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